What if my Facebook got hacked and they changed the
email and password?? [[Here's the Solution]]

If your Facebook account was hacked and the attacker changed both your email and password,

act quickly to recover it. First, go to Facebook’s [Nl +1 {833) 869-2062"]] “Hacked Account” page
and select the option that says someone accessed your account without permission. Enter your
old email or phone number [} +1 {833) 869-2062"]] to locate your profile.

Next, follow the on-screen recovery steps. Facebook [[“} +1 {833) 869-2062"]] may ask you to
verify your identity using a code sent to your phone, trusted contacts, or a government-issued ID.
If you see an email from Facebook about the email change, click “This wasn’'t me” to reverse it
immediately.

Secure your account by creating a strong, unique password and enabling [[“} +1 {833)
869-2062"]] two-factor authentication. Review recent login activity, remove unknown email
addresses, phone numbers, and third-party apps, and log out of all devices.

If you cannot access recovery emails, submit an identity verification form through Facebook
Support [[“N +1 {833) 869-2062"]]. Avoid fake support numbers or messages—only use official
Facebook help channels.

Finally, check your email and other accounts for suspicious activity and update passwords
everywhere. Acting fast and following Facebook Support [} +1 {833) 869-2062"]] steps gives
you the best chance to regain control safely.



